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1
PURPOSE

1.1
To explain the background to the completion of the Statement of Internal Control (SIC) for the financial year 2006/07.

1.2 Relevance to the Council’s ambitions and priorities:

· None directly, however, a sound system of internal control is an essential part of our corporate governance arrangements.

2 BACKGROUND

2.1
The Accounts and Audit Regulations 2003 established requirements relating to systems of internal control and the review and reporting of those systems.  Regulation 4 of the Accounts and Audit Regulations 2003 requires that from 1 April 2003:

“The relevant body shall be responsible for ensuring that the financial management of the body is adequate and effective and that the body has a sound system of internal control which facilitates the effective exercise of that body’s functions and which includes arrangements for the management of risk.”

“The relevant body shall conduct a review at least once a year of the effectiveness of its system of internal control and shall include a statement on internal control, prepared in accordance with proper practices, with (a) any statement of accounts it is obliged to publish in accordance with regulation 11, or (b) any income and expenditure account, statement of balances or record of receipts and payments it is obliged to publish in accordance with regulation 12.”

2.2 This builds on the 1999 Turnbull Report that stated:

“A company’s objectives, its internal organisation and the environment in which it operates are continually evolving and, as a result, the risks it faces are continually changing.  A sound system of internal control therefore depends on a thorough and regular evaluation of the nature and extent of the risks to which a company is exposed.”
3 INFORMATION

3.1
Like all local authorities we have a range of internal controls that are designed to ensure:

· The authority’s policies are put into practice;

· The organisation’s values are met;

· Laws and regulations are complied with;

· Required processes are adhered to;

· Financial statements and other published information are accurate and reliable;

· Human, financial and other resources are managed efficiently and effectively; and

· High quality services are delivered efficiently and effectively.

3.2
Having established the system of internal control the authority should put in place processes to maintain it and keep it up to date.  In practice this process may be closely aligned with arrangements to review and keep up to date the authority’s risk management.

4
ANNUAL REVIEW OF THE SIC AND GATHERING ASSURANCE

4.1
Having established a system of internal control it is then necessary to consider which of these controls are key in miti gating against significant risks to the achievement of the Council’s principal objectives.  By obtaining assurance on the effective operation of these key controls the Council is able to conclude on the effectiveness of the system of internal control and identify areas where improvement is needed.  By following the process therefore the Council is then able to prepare a SIC.  The following chart summarises these steps.
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4.2
To simplify and improve the production of the SIC, software purchased from Teignbridge District Council in 2005 was used in the process.  The software takes you through a three stage process of:

· Self-assessment

· Action planning; and

· Evidence capture.

4.3
The software requires over 75 questions to be addressed and based upon the answers to these questions produces an action plan and highlights areas for concern for reporting on the SIC.  The action plan produced as a result of the 2006/07 SIC audit can be seen following:

	ACTION
	DONE BY:

	A business continuity plan be drafted for all critical service areas.
	A business continuity plan is in the process of being compiled.  It is anticipated to be completed July 2007. 


NB This is the only item identified 12 months ago that is still outstanding.

5
EXTERNAL AUDIT REPORTS

5.1
  A number of weaknesses have been identified by our external auditors.  These are shown below together with the action plan to address them.

	Weakness
	Resolved
	Action Plan

	Corporate risks should be fully accounted for within corporate, service and financial plans with clear evidence available to support this process.
	 
	A sensitivity analysis detailing the costings of identified strengths, weaknesses, opportunities and threats will be included in future Service Plans.  

	Improved guidance be provided to service managers carrying out the ‘SWOT’ analysis resulting in more specific areas being included with each Service Plan that can then be more effectively measured and followed up.
	The Service Planning Guidance was reviewed in January 2007.  The guidance includes instructions on the carrying out of a SWOT analysis.
	

	Terms and Reference for Accounts and Audit Committee be updated to be responsible for the approval of the SIC.
	
	The Terms of Reference for Accounts and Audit Committee will be updated to include responsibility for the approval of the SIC.

	The sources of assurance to support the SIC be explicitly set out to identify which assurances it is seeking from which parties.
	
	A Certificate of Assurance will be completed by all Service Managers and approved by the appropriate Director.  A Certificate will also be completed for each of the 6 significant partnerships ie LAA, RVSP, 3 stream refuse collection, ELEP, CDRP, Contact Centre.

	The council formalises its governance (including reporting arrangements) in place surrounding all significant partnerships.
	
	Ongoing reports on the 6 significant partnerships will be sent to Members.  A formalised reporting timetable will be drawn up stipulating the meeting cycles in which reports will be submitted.  Reports will be sent on a six monthly basis. 

	Formal fraud risk assessment be developed, drawing on the already documented fraud risks within the Grace system
	
	A fraud risk profile drawing on the already documented risks within the Grace system will be formulated.

	Fraud training is extended to the Internal Audit function, as appropriate, to ensure there is a wider skill-set available to support the Councils other (non Benefit) sections in fraud related issues.
	
	Fraud training will be carried out during the 2007/08 financial year.


6
CONCLUSION

6.1
All Councils are required to produce a SIC to demonstrate that they are continually reviewing their corporate governance arrangements.

6.2
Based upon the items identified following the review of the SIC the attached statement of Internal Control has been produced and included in the Statement of Accounts.

6.3
The Statement must be signed by the Leader of the Council and Chief Executive.

7
RECOMMENDED THAT COMMITTEE

7.1 Approve the attached Statement of Internal Control.

7.2
Ask for a progress report on the issues identified for the November meeting or this Committee.

MARSHAL SCOTT

DIRECTOR OF RESOURCES

AA10-07/MHS/AC

19 JUNE 2007

1 
SCOPE OF RESPONSIBILITY

Ribble Valley Borough Council is responsible for ensuring that its business is conducted in accordance with the law and proper standards, and that public money is safeguarded and properly accounted for, and used economically, efficiently and effectively. The Council also has a duty under the Local Government Act 1999 to make arrangements to secure continuous improvement in the way in which its functions are exercised, having regard to a combination of economy, efficiency and effectiveness.

In discharging this overall responsibility, the Council is also responsible for ensuring that there is a sound system of internal control which facilitates the effective exercise of the Council’s functions and which includes arrangements for the management of risk.

2 
THE PURPOSE OF THE SYSTEM OF INTERNAL CONTROL

The system of internal control is designed to manage risk to a reasonable level rather than to eliminate all risk of failure to achieve policies, aims and objectives; it can therefore only provide reasonable and not absolute assurance of effectiveness. The system of internal control is based on an ongoing process designed to identify and prioritise the risks to the achievement of the Council’s policies, aims and objectives, to evaluate the likelihood of those risks being realised and the impact should they be realised, and to manage them efficiently, effectively and economically.

The system of internal control has been in place at Ribble Valley Borough Council for the year ended 31 March 2007 and up to the date of the approval of the statement of accounts.

3 
THE INTERNAL CONTROL ENVIRONMENT

The internal control environment exists to manage the different types of risk faced by the authority and is therefore an ongoing process designed to identify and prioritise the risks linked to the achievement of our aims, policies and objectives.

The key elements of the Council’s internal control environment are as follows:

· The establishment and regular review of the Council’s principal statutory obligations and organisational objectives.

· A constitution which sets out how the Council operates, how decisions are made and the procedures which are followed to ensure these are efficient, transparent and accountable to local people.

· Overview and Scrutiny Committees (Resources and Services).

· Accounts and Audit Committee.

· A scheme of delegation, standing orders and financial regulations.

· A Code of Corporate Governance adopted in accordance with the framework developed by CIPFA/SOLACE.

· A performance management system that establishes and monitors the Council’s performance in a regular and consistent basis.

· A risk management strategy and policy.

· A computerised risk register that identifies the risks facing the Council and the controls in place to minimise those risks.

· A robust internal audit service.

· An effective system of financial management and reporting.

More specifically, the Council’s effective system of internal financial control includes:

· A medium term financial strategy;

· A comprehensive budgeting system;

· Regular reporting to members, comparing financial performance against forecasts;

· Setting targets to measure financial and other performance;

· Clearly defined responsibilities for budget holders;

· A capital scheme evaluation system.

Our internal audit service section works with managers in assessing control environments and enhancing control where felt necessary. Internal audit’s objectives include:

· Independently reviewing and appraising systems of control throughout the authority;

· Ascertaining the extent of compliance with procedures, policies, regulations and legislation;

· Providing reassurance to management that their agreed policies are being carried out effectively and recommending corrective action where not;

· Facilitating good practice in managing risks;

· Recommending improvements in control, performance and productivity in achieving corporate objectives;

· Reviewing the value for money processes, best value and performance management arrangements;

· Working in partnership with our external auditors ensuring effective audit cover and optimising available audit resources;

· Working within the authority’s anti fraud strategy, facilitated by formal whistle blowing arrangements, to identify fraud and undertake investigations as necessary deterring crime and misappropriation of resources.

4 
REVIEW OF EFFECTIVENESS

The Council has responsibility for conducting, at least annually, a review of the effectiveness of the system of internal control. The review of the effectiveness of the system of internal control is informed by the work of the internal auditors and the corporate management team within the authority who have responsibility for the development and maintenance of the internal control environment, and also by comments made by the external auditors and other review agencies and inspectorates.

The system of internal control is continually under review, in particular –

The Council has an internal audit section that is responsible to the Director of Resources. The internal auditors have full access to all the Council's systems and records.

Annual and three year strategic plans are prepared, based upon a risk analysis of the Council's functions and services, and covers the following areas:

· Fundamental (main) systems

· Non-fundamental systems

· Probity and regularity

· Fraud, corruption and ongoing checks

· Computer audit

· Best value

The Council has external auditors who report to the Council in a management letter any internal control issues they discover as part of their work for the Council.

We have been advised on the implications of the result of the review of the effectiveness of the system of internal control by the Council and of the plans to address weaknesses and ensure continuous improvement of the system is in place.

A list of those weaknesses highlighted by the external auditors along with action plans for those not already addressed can be found following:

	Weakness
	Resolved
	Action Plan

	Corporate risks should be fully accounted for within corporate, service and financial plans with 

clear evidence available to 

support this process.
	 
	A sensitivity analysis 

detailing the costings of 

identified strengths, weaknesses, opportunities and threats will be included 

in future Service Plans.  

	Improved guidance be provided to service managers carrying out the ‘SWOT’ analysis resulting in more specific areas being included with each Service Plan that can then 

be more effectively measured and followed up.
	The Service Planning 

Guidance was reviewed in January 2007.  The guidance includes instructions on the carrying out of a SWOT 

analysis.
	

	Terms and Reference for 

Accounts and Audit Committee be updated to be responsible for 

the approval of the SIC.
	
	The Terms of Reference 

for Accounts and Audit Committee will be updated 

to include responsibility for 

the approval of the SIC.

	The sources of assurance to 

support the SIC be explicitly set 

out to identify which assurances it

is seeking from which parties.
	
	A Certificate of Assurance 

will be completed by all Service Managers and approved by the 

appropriate Director.  

A Certificate will also be completed for each of the 6 

significant partnerships ie LAA, RVSP, 3 stream 

refuse collection, ELEP, CDRP, Contact Centre.

	The council formalises its governance (including reporting arrangements) in place 

surrounding all significant partnerships.
	
	Ongoing reports on the 6 significant partnerships will 

be sent to Members.  A formalised reporting 

timetable will be drawn up stipulating the meeting 

cycles in which reports will 

be submitted.   Reports will  be sent on a six monthly basis. 

	Formal fraud risk assessment be developed, drawing on the already documented fraud risks within the Grace system
	
	A fraud risk profile drawing 

on the already documented risks within the Grace 

system will be formulated.

	Fraud training is extended to the Internal Audit function, as appropriate, to ensure there is a wider skill-set available to support the Councils other (non Benefit) sections in fraud related issues.
	
	Fraud training will be 

carried out during the 

2007/08 financial year.


5 
SIGNIFICANT INTERNAL CONTROL ISSUES AND ACTION PLAN

The following significant internal control issues have been identified:

	      Issue                                                                  Actions Being Taken

	1    BUSINESS CONTINUITY

      A business continuity plan be                          A business continuity plan is in the process 

      drafted for all critical service areas.                 of being compiled.  It is anticipated to be 

                                                                               completed May 2007. 

                                                                                 



David Morris
Michael Ranson


Chief Executive
Leader of the Council

XX June 2007
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